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1.0	INTRODUCTION	The Component/Office Name (acronym) requires... what and why.

Provide a brief description that summarizes the type of services required and the purpose of the acquisition.   

Example:  The Procurement Support Office (PSO) requires acquisition program training that   enables its Contract Specialists to meet Department of Defense (DoD) Acquisition Workforce continuous learning requirements.

2.0	BACKGROUND
This section should provide the background of your requirement not the history of your office/component. Address the relevant historical information that substantiates the acquisition of the requirement. Explain how the requirement evolved and its importance to the program office it supports.  The background is typically one to two paragraphs.  Provide any National Defense Authorization Act (NDAA) language or statutes of the program, if applicable.

Example: Continuous Learning Policy for the DoD Technology, and Logistics Workforces (AT&L WF), dated September 13, 2002 replaced Reform Through Leading, Continuous Learning for the Defense Acquisition Workforce policy, dated December 1998. The new policy requires members of the Defense Acquisition Workforce to acquire 80 Continuous Learning Points (CLP) every two years from the date of entry into the acquisition workforce for as long as the member remains in an acquisition position.   
3.0 	SCOPE   The Contractor shall provide the personnel, management and materials necessary to….complete the rest of this sentence/scope description. 
The scope broadly describes the overall acquisition purpose and specific objectives of the requirement.  For example:
The Contractor shall provide the personnel, management, materials and equipment necessary to enable all Contract Specialists to meet Defense Acquisition Workforce policy for CLPs. 
4.0	REQUIREMENTS      The Contractor shall:
State requirements in terms of functions to be performed instead of number of hours or people required.  Describe the work in terms of “what” is to be accomplished rather than “how” the work is to be accomplished.  Each requirement sentence should begin with a verb. 
Example:  
4.1  Perform Data Collection
4.1.1  Perform gap analysis of training needs
4.1.2  Collect information on available courses and obtain schedules 
4.1.3  Provide assessments and recommendations
4.2  Training Plan
4.2.1  Develop a training plan for each Specialist
4.2.2  Develop a spreadsheet to track training
4.2.3  Update spreadsheet monthly and maintain training certificates
4.3  Submit Monthly Status Reports.  These reports shall address:
4.4.1  A summary of work performed for the reporting period.
4.4.2  Progress toward open efforts
4.4.3  Planned actions towards new efforts.
4.4.4  The final report should be a rolled-up summary of completed activities.

4.X  Provide Transition of Contract Services - Typically, a transition is not necessary; however, more complex actions may require an overlap of contractor services at the beginning and/or end of the contract period of performance to ensure minimal disruption of services when “something” needs to be transferred from one contractor to another.  For example, data needs to be moved from one contractor’s server to another and the system must be operational before you can “turn off” the current contractor.  When deciding whether a transition is necessary, you must consider the cost of paying two vendors during the overlap period.  If a transition period is needed (in, out or both) include the following paragraph.  
Provide a plan for transition in and out services to ensure minimum disruption to vital Government business. This plan shall address how the Contractor will work with the incumbent and/or successor contractor and Government personnel to ensure that there will be no service degradation during and after the transition-in period (state the numbers of days for the transition period(s), keeping in mind you are paying two contractors during the transition period). 

4.XX  Participate in a Post-Award Conference. Use the following paragraph when a post award conference is required.  
This meeting shall provide an introduction between the Contractor personnel and Government personnel who will be involved with the contract. The meeting shall provide the opportunity to discuss technical, management and security issues.  The Post Award Conference will aid both the Government and Contractor in achieving a clear and mutual understanding of all requirements, and identify and resolve any potential issues.  The Contractor shall be prepared to discuss any items requiring clarification and gather information as necessary to support each deliverable.  The Contractor shall provide a written summary of the Post-Award Conference.  
5.0 DELIVERABLES    A deliverable is something that can be physically delivered e.g. a report, a training manual, hardware, etc.  List each deliverable (not contractor requirements), the PWS paragraph in which the deliverable is described, and when the item must be delivered.  Express the delivery date in terms of a period of time after contract award or specific event as shown in the examples provided below.  


	  Deliverable
	PWS Ref.
	Delivery  Date

	Post award conference
	4.X
	Not Later than (NLT) 5 days after contract award

	Training Plan
	4.2
	NLT 30 days after contract award

	Monthly Status Report
	4.3
	Third Business Day of Each Month

	Final Report
	4.4
	NLT 30 September 20XX



6.0  	CONTRACTOR MANPOWER REPORTING   Use this standard paragraph: 

The contractor shall report ALL contractor labor hours (including subcontractor labor hours) required for performance of services provided under this contract for Name of your component/office via a secure data collection site. The contractor is required to completely fill in all required data fields using the following web address: http://www.ecmra.mil/.  Reporting inputs will be for the labor executed during the period of performance during each Government fiscal year (FY), which runs October 1 through September 30. While inputs may be reported any time during the FY, all data shall be reported no later than October 31 of each calendar year, unless a later date is otherwise authorized by the Office of the Under Secretary of Defense (Personnel and Readiness). Contractors may direct questions to the help desk at help desk at: http://www.ecmra.mil

7.0	CONTRACTOR TRAVEL  	Provide a description of the anticipated travel.  For example: “The Government anticipates two training sessions on the East coast in the Spring; two training sessions on the West coast in the Fall and four training sessions in Germany to be held quarterly.  Each training session will last 5 days.”
  
Contractor costs for Government authorized travel are included in this contract.  All travel shall be in accordance with FAR 31.205-46 and applicable travel regulations (Joint, Federal or Standardized).  Contractor payment claims shall include applicable documentation to support actual costs incurred (e.g. airfare and hotel/lodging receipts) as well as any receipts valued at or above $75.00.  Failure to provide appropriate documentation may result in loss of reimbursement of travel expenses.

8.0  	SECURITY  	The Contractor shall:
Use this section when there are security requirements for performance. Edit as needed to reflect only the security requirements that apply to your requirement. 
8.1	Establish appropriate administrative, technical, and physical safeguards to protect any and all nonpublic Government data to ensure the confidentiality, integrity, and availability of government data.  The Contractor and all Contractor personnel with access to or responsibility for nonpublic Government data under this contract shall: 

8.1.1 Comply with:
DoD Instruction (DoDI) 8500.1, Cybersecurity
The Privacy Act (5 U.S.C. 552a)
DoD 5400.11-R, and DoD Directive  5400.11, DoD Privacy Program
DoD 6025.18-R, DoD Health Information Privacy Regulation
DoD 5200.2-R, Personnel Security Program
HSPD-12, Homeland Security Presidential Directive. 

8.1.2  Comply with HSPD-12 Personal Identity Verification (PIV) issuance requirements, known as the Common Access Card (CAC) and:

8.1.2.1	Be responsible for obtaining CAC or PIV ready status prior to reporting for work.  At a minimum, all Contractor personnel must obtain/maintain a favorable FBI National Criminal History Check (fingerprint check), two forms of identity proofed identification (I-9 document), and submit a National Agency Check and Law Credit (NACLAC) vetting package for processing.  

8.1.2.2	Be citizens of the United States.  

8.1.2.3	Maintain favorable FBI National Criminal History checks and ensure completion and successful adjudication of a NACLAC as required for Federal employment.  

8.2	If at any time, any Contractor personnel requiring a CAC is unable to obtain/maintain an adjudicated NACLAC, immediately notify the Requiring Activity’s Information Systems Security Group (ISSG) and remove such person from work under this contract. 

8.3	Immediately report the discovery of any Privacy breach first to the Requiring Activity’s CIO/Privacy Office and secondly to the COR.  

8.4	All Information Systems (IS), Platform Information Technology (PIT) and Information Technology (IT) Services or Products under this requirement, that receive, transmit, store, or process nonpublic government data must be accredited in accordance with Department of Defense (DOD) Instruction (DoDI) 8510.01 "Risk Management Framework (RMF) for DoD Information Technology (DIT)” issued March 12, 2014 (formerly the DOD Information Assurance Certification and Accreditation Process (DIACAP)). IS and PIT systems must be categorized in accordance with Committee on National Security Systems Instruction (CNSSI) 1253, implement a corresponding set of security controls from the National Institute of Standards and Technology (NIST) Special Publication (SP) 800-53, and use assessment procedures from NIST SP 800-53A with additional DoD-specific assignment values, overlays, implementation guidance, and assessment procedures as required. 

8.5	DoD-Controlled IS and PIT Systems operated by a Contractor or other entity on behalf of the DOD; to include contractor owned IS and PIT systems that are dedicated to DoD processing, must be authorized as DoD IS or PIT systems. The Requiring Activity’s Authorizing Official (AO) must render an authorization decision for this type of a DoD system prior to DoD use of the capability.
8.6	IT services provided by a commercial or other non-federal government entity under this requirement must ensure the security protections of the IS delivering the service is appropriate to the confidentiality, integrity, and availability needs of  the Requiring Activity’s information and mission in order to be approved for acceptable use. The Government will assess the adequacy of security proposed by potential service providers, and accept the proposed approach, negotiate changes to the approach to meet DoD needs, or reject the offer. The accepted security approach will be documented and included as attachments to the resulting contract.

8.7	Any commercial cloud computing services used for this requirement must comply with DoD cloud computing policy and procedural guidance as published.

8.8	Information security continuous monitoring (ISCM) is defined as maintaining ongoing awareness of information security, vulnerabilities, and threats to support organizational risk management decisions. All IS and PIT under this requirement must maintain ongoing monitoring, analysis and incident response procedures as defined and documented in NIST SP800-137 as a critical part of the risk management process to ensure that IS and PIT operations remain within an acceptable level of risk despite any changes that occur. In addition, all systems under this requirement must comply with all annual Federal Information Security Management Act (FISMA) security control testing and reporting requirements. The contractor shall provide evidence of these compliance activities.

9.0 	GOVERNMENT FURNISHED PROPERTY/EQUIPMENT/INFORMATION (GFP/GFE/GFI)	 Use when the Government will provide property, equipment or information to Contractors for performance of the contract.  Briefly describe what will be provided, e.g. computers, data, reports, etc. 

10.0  PLACE OF PERFORMANCE
State whether Contractors will be working in Government space/facility or at the Contractor’s facility.  When you are providing office space for contractors in the National Capitol Region (NCR), identify the number of spaces available and include a copy of the approved Government Furnished Space Memorandum in your requirement package.

11.0 	QUALITY CONTROL 		Use standard paragraph below

The contractor shall implement and maintain a Quality Control Plan (QCP) to ensure work performed conforms to the scope of work and meets the requirements under this PWS.  The QCP shall, at a minimum provide a method for performing inspections; identifying, correcting and preventing problems/defective service; addressing customer complaints, and improving the quality of services over the life of the contract.  

12.0 	QUALITY ASSURANCE  		Use standard paragraphs below. 

11.1. The Government reserves the right to perform inspections and surveillance to evaluate the Contractor’s compliance to the contract terms and performance of the requirements in the PWS. The Government will make every effort to ensure that the surveillance methods described below are conducted in an objective, fair, and consistent manner. 
11.1.1. Periodic Surveillance. This action occurs when the COR or other Government official observes a deficiency. Examples include evidence from accidents, incidents, or delays. Regardless of where in the line-of-duty the COR observes contractual procedures not being followed, he/she has an obligation to document and report the deficiency to the Contracting Officer. 
            
11.1.2. Customer Complaint Surveillance. This action is instituted when the COR receives a complaint from a stakeholder regarding contractor service.  The COR will obtain the complaint in writing and then conduct an investigation to determine its validity. If the complaint is deemed valid, the COR will immediately notify the contracting Officer for action. The COR will notify both the Contract Manager and the complainant of the Government’s response to their complaint. 

11.2. Contract Discrepancy Report (CDR).  In the event of unsatisfactory contractor performance, the COR or CO will issue a CDR that will explain the circumstances and findings concerning the incomplete or unsatisfactory service.  The contractor shall acknowledge receipt of the CDR and respond in writing as to how he/she shall correct the unacceptable performance and avoid a recurrence.  The Government will review the contractor's corrective action response to determine acceptability and will use any completed CDR as part of an overall evaluation of Contractor performance when determining present or future contractual actions. 

13.0  ORGANIZATIONAL CONFLICTS OF INTEREST  	Use when applicable.
 
The Contractor acknowledges that it is familiar with FAR Subpart 9.5, Organizational and Consultant Conflicts of Interest, and agrees to avoid, neutralize or mitigate such conflicts of interest in accordance with the principles set forth in the FAR.  If the performance requires the Contractor (to include subcontractors) to supply technical support related to systems or projects with which the Contractor is already directly concerned, either by prime or subcontract, the Contractor shall  immediately inform the Contracting Officer.  The PWS may be withdrawn if a conflict is found.  The Contractor shall not undertake performance of any PWS requirements which requires it to supply technical support regarding such systems until the notice is given, and written consent to proceed is issued by the Contracting Officer.

[bookmark: _GoBack]14.0  APPLICABLE DOCUMENTS		List applicable documents in the chart with web links to the location where they can be accessed a shown in the example below.  

	Document 
	Web link

	DAU training catalog
	http://icatalog.dau.mil/
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